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Physically secure & store multiple hardware security module (HSM) & Base Architecture 
Model (BAM) device backups on a secure USB HSM. Secured with a passcode number 
pad, the FIPS 140-2 Level 3 validated USB device can be directly connected to Futurex 
devices or remotely connected through the Excrypt Touch. HSM & BAM device backups 
are double-encrypted using source and USB HSM keys plus multi-user authentication.  

USB Backup HSM
Store Hardware-Encrypted Backups

Store Futurex device backups on-premises or remotely 
with a FIPS 140-2 Level 3 validated USB device

Physically back up Futurex devices with the USB Backup HSM

Supported Futurex Devices USB Backup HSM Features

FIPS 140-2 Level 3 validated HSM

16GB of storage space

Multi-user authentication & locking

Back up servers or select encrypted keys

Double-encrypted using keys on source 

HSM & on USB backup HSM

Excrypt Plus

Excrypt SSP Enterprise v.2

Vectera Plus

SKI Series 3

KMES Series 3

Guardian Series 3


