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[1] DOCUMENT INFORMATION

[1.1] DOCUMENT OVERVIEW

The purpose of this document is to provide information regarding the configuration of Futurex HSMs with EJBCA
using PKCS #11 libraries. For additional questions related to your HSM, see the relevant administrator's guide.

[1.2] APPLICATION DESCRIPTION

[1.2.1] About EJBCA

From the EJBCA website: "EJBCA is one of the longest running CA software projects, providing time-proven
robustness and reliability. EJBCA is platform independent, and can easily be scaled out to match the needs of
your PKI requirements, whether you're setting up a national elD, securing your industrial IOT platform or
managing your own internal PKI."

[1.2.2] EJBCA Architecture and Integration with the Vectera Plus

The diagram below shows the architecture of a EJBCA environment that is integrated with a Vectera Plus HSM.

In this scenario, EJBCA is used to generate a PKI (RSA or ECC) on the HSM using the Futurex PKCS #11 library.
EJBCA uses private keys to generate signatures and public keys to verify. All of these activities are initiated
through the web browser, which helps the user to administrate the key usage and PKI pairs.

EJBCA Architecture

W

Web Server Certificate

i
Ry

EJBCA web
EJBCA Browser configuration file
J{ Crypto i
Functi :
anetens i HSM commands Vectera Plus
Futurex PKCS #11 & N n
Cryptokilibra =\
i —_'I—.
. : —a "
................... -
EJBCA Application Certificates for PKCS11-

HSM TLS/SSL connection

[1.3] GUARDIAN INTEGRATION

The Guardian Series 3 introduces mission-critical viability to core cryptographic infrastructure, including:
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e Centralize device management
e Eliminates points of failure

e Distribute transaction loads

e Group-specific function blocking
e User-defined grouping systems

Please see applicable guide for configuring HSMs with the Guardian Series 3.
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[2] PREREQUISITES

Supported Hardware:

e Vectera Plus, 6.7.0.10 and above
Supported Operating Systems:

e Linux Ubuntu 20.04 LTS
Other:

e OpenSSL
e Java7/,8,9
e EJBCA (NOTE: This document does not include the EJBCA installation process. EJBCA should already be
installed on the server.)
e HSM with the following features:
°© PKCS 11 ->Enabled
° Command Primary Mode -> General Purpose (GP)
° Command Extension Mode -> GP with Financial
° HSM Crypto User support -> This user will be used for the PKCS #11 library to be able to access the
HSM.
° Multi-usage combination for Asymmetric keys
e HSM with Futurex TLS certificates preloaded, and TLS client certificates to allow the PKCS #11 library to
connect with the HSM.
e Futurex PKCS #11 (FXPKCS11) Library -> 4.36 and above
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[3] INSTALL FUTUREX PKCS #11 (FXPKCS11)

In a Linux environment, to install the Futurex PKCS #11 (FXPKCS11) module you must download a tarball of the
FXPKCS11 binaries from the Futurex Portal and then extract the tar file locally where you want the application to
be installed on your system. Step-by-step installation instructions are provided below.

Note: Install FXPKCS11 on the same computer as the application integrating with the Vectera Plus HSM.

[3.1] INSTALLING THE FXPKCS11 MODULE IN LINUX
Extract the tarball file for your Linux distrubution in the desired working directory.

Note: To make the Futurex PKCS #11 module accessible system-wide, move it to the /usr/local/bin directory as
an administrative user. If only the current user needs to use the module, then install it in SHOME/bin.

The extracted content of the tar file is a single fxpkcs11 directory. Inside the fxpkcs11 directory is the following
files and directories:

o fxpkcsll.cfg: FXPKCS11 configuration file
¢ x86/: This folder contains the module files for 32-bit architecture
e x64/: This folder contains the module files for 64-bit architecture

The x86 and x64 directories each contain two subdirectories, OpenSSL-1.0.x and OpenSSL-1.1.x. These OpenSSL
directories contain the following FXPKCS11 module files built with the respective OpenSSL versions:

e configTest: Program to test configuration and connection to the HSM

e libfxpkes11.so: FXPKCS11 Library File

¢ |ibfxpkcs11-Debug.so: FXPKCS11 Debug Library File

e PKCS11Manager: Program to test connection and manage the HSM through the FXPKCS11 library

By default, the FXPKCS11 module looks for the FXPKCS11 configuration file (i.e., fxpkecs11.cfg) in the /etc
directory. Alternatively, a system environment variable can be defined for the location of the FXPKCS11
configuration file. To do so permanently, open the /etc/profile file in a text editor as an administrative user, add
the following line at the bottom, and save the file.

export FXPKCS1l CFG=/usr/local/bin/fxpkcsll/fxpkcsll.cfg

Note: The file location specified above must be specific to where the FXPKCS11 configuration file is saved on
your system.
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[4] INSTALL EXCRYPT MANAGER (IF USING WINDOWS)

Sections 4 and 5 of this integration guide cover the installation of Excrypt Manager and FXCLI. Excrypt Manager
is a Windows application that provides a GUI-based method for configuring the HSM, while FXCLI provides a
command-line-based method for configuring the HSM and can be installed on all platforms.

Note: If you will be configuring the Vectera Plus from a Linux computer, you can skip this section. If you will be
configuring the Vectera Plus from a Windows computer, installing FXCLI in the next section is still required
because FXCLI is the only method that can be used to configure TLS certificates in section 6.7.

Note: Install Excrypt Manager on the workstation you will use to configure the HSM.

Note: If you plan to use a Virtual HSM for the integration, all configurations will need to be performed using
either FXCLI, the Excrypt Touch, or the Guardian Series 3.

Note: The Excrypt Manager version must be from the 4.4.x branch or later to be compatible with the HSM
firmware, which must be 6.7.x.x or later.

To install Excrypt Manager, run the Excrypt Manager installer as an administrator and follow the prompts in the
setup wizard to complete the installation.

,'S' Excrypt Manager Setup x

Welcome to Excrypt Manager Setup

) Collecting information

Welcome to the Excrypt Manager Setup Wizard.

@ Preparing installation

The Setup Wizard will install Excrypt Mana

Installing Next” to continue.

@ Finalizing installation

FIGURE: EXCRYPT MANAGER SETUP WIZARD

The installation wizard prompts you to specify where you want to install Excrypt Manager. The default location
is C:\Program Files\Futurex\Excrypt Manager\. After choosing a location, select [ Install ].

=L T LIEX T Page 7 of 38



INTEGRATION GUIDE| EJBCA FLITLII?ET-X/

[5] INSTALL FUTUREX COMMAND LINE INTERFACE (FXCLI)

Note: Install FXCLI on the workstation you will use to configure the HSM.

[5.1] INSTALLING FXCLI IN WINDOWS

As mentioned in section 3, the FXTools installation package includes Futurex Client Tools (FXCLI). Similar to the
Futurex PKCS #11 (FXPKCS11) module, the easiest way to install FXCLI on Windows is by installing FXTools. You
can download FXTools from the Futurex Portal.

To install FXCLI, run the Futurex Tools installer as an administrator and follow the prompts in the setup wizard to
complete the installation.

Futurex Tools Setup NE

Welcome to the Futurex Tools Setup
Wizard

The Setup Wizard will install Futurex Tools on your computer.
Click Next to continue or Cancel to exit the Setup Wizard.

FIGURE: FUTUREX TOOLS SETUP WIZARD

The setup wizard installs all tools on the system by default. You can override the defaults and choose not to
install certain modules. The installation provides the following services:

¢ Futurex Client Tools:Command Line Interface (CLI) and associated SDK for both Java and C.

¢ Futurex CNG Module:The Microsoft Next Generation Cryptographic Library.

e Futurex Cryptographic Service Provider (CSP):The legacy Microsoft cryptographic library.

¢ Futurex EKM Module:The Microsoft Enterprise Key Management library.

e Futurex PKCS #11 Module:The Futurex PKCS #11 library and associated tools.

¢ Futurex Secure Access Client:A client used to connect a Futurex Excrypt Touch to a local laptop through
USB, which can then connect to a remote Futurex device.

[5.2] INSTALLING FXCLI'IN LINUX

Download FXCLI

You can download the appropriate FXCLI package files for your system from the Futurex Portal.

LI T LN 7 Page 8 of 38



INTEGRATION GUIDE| EJBCA FLITURET-X/

If the system is 64-bit, select from the files marked amd64. If the system is 32-bit, select from the files marked
i386.

If running an OpenSSL version in the 1.0.x branch, select from the files marked ssl1.0. If running an OpenSSL
version in the 1.1.x branch, select from the files marked ssl1.1.

Futurex offers the following features for FXCLI:

e Java Software Development Kit (java)

HSM command line interface (cli-hsm)

KMES command line interface (cli-kmes)

Software Development Kit headers (devel)

YAML parser used to parse bash output (cli-fxparse)

Install FXCLI

To install an rpm package, run the following command in a terminal:

S sudo rpm -ivh [fxcl-xxxx.rpm]

To install a deb package, run the following command in a terminal:

$ sudo dpkg -i [fxcl-xxxx.deb]

Running FXCLI

To enter the HSM FXCLI prompt, run the following command in a terminal:

S fxcli-hsm

After entering the FXCLI prompt, you can run help to list all of the available FXCLI commands.
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[6] FUTUREX HSM CONFIGURATION

In order to establish a connection between the PKCS #11 library and the Futurex HSM, a few configuration items
need to first be performed, which are the following:

NOTE: All of the steps in this section can be completed through either Excrypt Manager or FXCLI (if using a
physical HSM rather than a virtual HSM). Optionally, steps 4 through 6 can be completed through the Guardian
Series 3, which will be covered in Appendix A.

1.

© NV W

Connect to the HSM via the front USB port (NOTE: If you are using a virtual HSM for the integration you
will have to connect to it over the network either via FXCLI, the Excrypt Touch, or the Guardian Series 3)
a. Connecting via Excrypt Manager
b. Connecting via FXCLI
Validate the correct features are enabled on the HSM
Setup the network configuration
Enable the DUS and EWV multi-usage combinations for asymmetric keys
Load the Futurex FTK
Configure a Transaction Processing connection and create a new Application Partition
Create a new |dentity that has access to the Application Partition created in the previous step
Configure TLS Authentication. There are two options for this:
a. Enabling server-side authentication
b. Creating client certificates for mutual authentication

Each of these action items is detailed in the following subsections.

FLI T LI EX T Page 10 of 38



INTEGRATION GUIDE| EJBCA FLITURET-X/

[6.1] CONNECT TO THE HSM VIA THE FRONT USB PORT
For both Excrypt Manager and FXCLI you need to connect your laptop to the front USB port on the HSM.

Connecting via Excrypt Manager

Open Excrypt Manager, click “Refresh” in the lower right-hand side of the Connection menu. Then select “USB
Connection” and click “Connect”.

EXCRYPT MANAGER

nnnnnnnnn

nnnnnnnnnnnnn

[Not Connected|

Login with both default Admin identities.

VECTERA PLUS

Not Logged In

Admin #2 |  Login | Not Logged In

Refresh

Not Logged In

The default Admin passwords (i.e. “safe”) must be changed for both of your default Admin Identities (e.g.
“Adminl” and “Admin2”) in order to load the major keys onto the HSM.
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To do so via Excrypt Manager navigate to the Identity Management menu, select the first default Admin identity
(e.g. “Admin1”), then click the “Change Password...” button. Enter the old password, then enter the new
password twice, and click “OK”. Perform the same steps as above for the second default Admin identity (e.g.
“Admin2”).

VECTERA pPLUS

— Login

Admin #1 | Login  Admini Logged In

Key Management Admin #2 | Login  Admin2 Logged In Terrt

:@Applil e Admin £3 Login Not Legged In

’7 Password Settings

Set Password Requirements...

— Identities

User: Admin1 .
Namy Roles
Old Password: seee

Admin2
{ Mew Password: ey
Admin1

| Confirmation:

J \ +

Add... Delete... Change Password...

Modify... Manage 2F Authentication... ,

— Smart Card Users V 4

Action: / Change PIN -

Change PIN

Refresh

Logged In

Connecting via FXCLI

Open the FXCLI application and run the following commands:

$ connect usb
$ login user

NOTE: The "login" command will prompt for the username and password. You will need to run it twice because
you must login with both default Admin identities.

The default Admin passwords (i.e. “safe”) must be changed for both of your default Admin Identities (e.g.
“Adminl” and “Admin2”) in order to load the major keys onto the HSM.

The following FXCLI commands can be used to change the passwords for each default Admin Identity.

$ user change-password -u Adminl
$ user change-password -u Admin2

NOTE: The user change-password commands above will prompt you to enter the old and new passwords. It is
necessary to run the command twice (as shown above) because the default password must be changed for both
default Admin identities.
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[6.2] FEATURES REQUIRED IN HSM

In order to establish a connection between the PKCS #11 Library and the Futurex HSM, the HSM must be
configured with the following features:

e PKCS #11 -> Enabled
e Command Primary Mode -> General Purpose (GP)

NOTE: For additional information about how to update features on your HSM, please refer to your HSM
Administrator’s Guide, section “Download Feature Request File”.

NOTE: Command Primary Mode = General Purpose, will enable the option to create the FTK major key in the
HSM. This key will be required to be able to use the PKCS #11 library to communicate with the HSM. For
detailed information about how to load major keys in HSMs please refer to your HSM Administrator’s Guide.

[6.3] NETWORK CONFIGURATION (HOW TO SET THE IP OF THE HSM)

For this step you will need to be logged in with an identity that has a role with permissions
Communication:Network Settings. The default Administrator role and Admin identities can be used.

Navigate to the Configuration page. There you will see the option to modify the IP configuration, as shown
below:

— IF Configuration

Dizabled | Bonding Mode
Key Management Ethernet Port 1 ~ | |% Enabled

) i . Excrypt Port: | 9000 : Enabled = | Mo Header -

l@1!~p;:nln:atu::-n Partitions =
International Port: | 9005 ~ |Enabled | = | No Header -

:@Adrninistrati'.re Roles

® System Default Gateway

IP: |10.221.0.10

:@ Identity Management

Automatically Assign IP Address

Metmask: | 255.255.255.0
® Management
" Gateway: |10.221.0.1 .
*E Extended Options NFEIE L
=] , Link Status: Server Mode
SSL/TLS Setu '
°©® ?
% Function Blocking - TP Configuration
Fl X TCP Keepalive
=1 Logqging
@ " - =
‘ fMaintenance Keepalive Time (1 - 32767): 7200 =
vid (end ce
b‘-_.’irtu(:r',-'pt Plus Keepalive Probes (1 - 127): 9 :
l’ Features Keepalive Interval (1 - 32767): 75 =

Alternatively, the following FXCLI command can be used to set the IP for the HSM:

$ network interface modify --interface Ethernetl --ip 10.221.0.10 --netmask 255.255.255.0 --gateway
10.221.0.1

F=LI T EINEX 000567
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NOTE: The following should be considered at this point:

e All of the remaining HSM configurations in this section can be completed using the Guardian Series 3
(please refer to Appendix A for instructions on how to do so), with the exception of the final subsection
that covers how to create connection certificates for mutual authentication.

¢ |f you are performing the configuration on the HSM directly now, but plan to add the HSM to a Guardian
later, it may be necessary to synchronize the HSM after it is added to a Device Group on the Guardian.

e |f configuration through a CLI is required for your use-case, then you should manage the HSMs directly.

[6.4] ENABLE THE DUS AND EWV MULTI-USAGE COMBINATIONS FOR ASYMMETRIC KEYS

For this step you will need to be logged in with an identity that has a role with permissions Security:Key Settings.
The default Administrator role and Admin identities can be used.

The EJBCA application requires asymmetric keys with multiple usages, which can be configured, but is not
enabled by default on the Vectera Plus.

The specific multi-usage combinations that EJBCA requires is DUS (i.e., Decrypt, Unwrap, Sign) and EWV (i.e.,
Encrypt, Wrap, Verify). It is necessary to enable this multi-usage combination for all users, including anonymous
users, due to how the EJBCA application creates the keys on the HSM.

To configure this via Excrypt Manager, navigate to the Extended Options menu. In the "Usage" section, there is
the option to add a new usage combination. With Asymmetric Authorize selected in the Usage dropdown, click

the Add button.

agement

Partitions

tenance

Crypt Plus

Features

VECTERA PLUS

Use Legacy Check Digit Length

Remowe Carriage-Return and Line-Feed from commands

Use Legacy M6/M3 MAC Algorithm 3 EnnEEreT MU ELs

Production ports:
Use Legacy Key Types —
Key Type Separation
Configuration port:

F

Allow Keyblock to Cryptogram Conversion

Use Legacy Mode for EMV Keys

. £y -
=1 hr |0 ~| min [0 ¥ | sec

—a .
Zheo fmino % sec

— Web Settings
S

HTTP Strict Transport Security max age (seconds): |0 =
HTTP Public Key Pinning max age (secands): |0 =

HTTP Public Key Pinning Primary Certificate: | 1829834186-Prod-Web
HTTP Public Key Pinning Backup Certificate: | Disabled

M HTTP connection (port 80)

-

(Requires a web server reboot to take effect)

— Usage

Asymmetric Authorize |+

ED
SV
W
X /

Remove Add

— Miscellaneous
KCV Length: |4 -
Major Key CMAC KCV Length: |4 -

Major Key Standard KCV Length: |6 -

=

Save Refresh

Logged In

F=LI T EINEX 000567
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Select the DUS usage combination and click "Ok". Repeat the same steps for adding the EWV multi-usage
combination for Asymmetric Authorize.

Now, select Asymmetric Anonymous in the Usage dropdown and enable both the DUS and EWV multi-usage
combinations.

VECTERA PLUS

Use Legacy Check Digit Length

Remowe Carriage-Return and Line-Feed from commands

Connection Timeouts

Use Legacy M&/M8 MAC Algorithm 3
Production ports:

Fy

Use Legacy Key Types =
¥ hr o | min |0 ¥ sec

Key Type Separation
Configuration port:

e .
Zheo fmino % sec

Allow Keyblock to Cryptogram Conversion

Use Legacy Mode for EMV Keys

:eldentit*,-‘ Management

QC‘G nfiguration

— Web Settings

HTTP Strict Transport Security max age (seconds): |0 :

HTTP Public Key Pinning max age (secands): |0 =

HTTP Public Key Pinning Primary Certificate: | 1829834186-Prod-Web -
HTTP Public Key Pinning Backup Certificate: | Disabled -

M HTTP connection (port 80) (Requires a web server reboot to take effect)

— Usage

pt Plus Asymmetric Anonymous | ¥ —

Features ED

SV
W

: L

Remove Add

— Miscellaneous

KCV Length: |4 -

Major Key CMAC KCV Length: |4 -

Major Key Standard KCV Length: |6 - j

Save Refresh

Logged In
Click the "Save" button on the bottom-right-hand side of the window to save the changes.

Alternatively, the following FXCLI commands can be used to add the DUS and EWV multi-usage combinations for
asymmetric keys for all users:

$ multi-usage add --asymmetric --auth -d -u -s
S multi-usage add --asymmetric --auth -e -w -v
$ multi-usage add --asymmetric --anon -d -u -s

$ multi-usage add --asymmetric --anon -e -w -V

[6.5] LOAD FUTUREX KEY (FTK)

For this step you will need to be logged in with an identity that has a role with permissions Major Keys:Load. The
default Administrator role and Admin identities can be used.

The FTK is used to wrap all keys stored on the HSM used with PKCS #11. If using multiple HSMs in a cluster, the
same FTK can be used for syncing HSMs. Before an HSM can be used with PKCS #11, it must have an FTK.
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NOTE: This process can also be completed using FXCLI, the Excrypt Touch, or the Guardian Series 3. For more
information about how to load the FTK into an HSM using these tools/devices, please see the relevant
Administrative Guide.

After logging in, select Key Management, then “Load” under FTK. Keys can be loaded as components that are
XOR’d together, M-of-N fragments, or generated. If this is the first HSM in a cluster, it is recommended to
generate the key and save to smart cards as M-of-N fragments.

VECTERA pPLUS

— Major Keys
PMK: Checksum: 3B5E \ Load
FTK: Checksum: 91DD Load

MFK: Checksum: 8071 Load

KEX (Pendil [i7 Load Key ? % Switch Load

Key Options

— Key Table

Key Slots: Edit Key Storage

Please select the type, length, and number of parts for this key.

Disbold:
Key Parts: 2
RSA 124 Key Type/Length: AES +| 256 |+

RSA 1024: Load onto smart cards
RSA 2048:

RSA 3072:
M enance

o RSA 4096:
&Y virtucrypt Plus

ECC:
l Features
Certificates| %
— Cemponen|
Fragment K e e Translate
ram - Generate
Recombine i
ram h Verify
e Comey - Convert
r Certificate: —|
< pack Concel Reresh

Logged In

Alternatively, the following FXCLI commands can be used to load an FTK onto an HSM.

If this is the first HSM you are setting up you will need to generate a random FTK. Optionally, you can also load it
onto smart cards simultaneously with the -m and -n flags.

$ majorkey random --ftk -m [number from 2 to 9] -n [number from 2 to 9]
If it's a second HSM that you're setting up in a cluster then you will load the FTK from smart cards with the
following command:

$ majorkey recombine --key ftk

[6.6] CONFIGURE A TRANSACTION PROCESSING CONNECTION AND CREATE AN APPLICATION
PARTITION
For this step you will need to be logged in with an identity that has a role with permissions Role:Add, Role:Assign

All Permissions, Role:Modify, Keys:All Slots, and Command Settings:Excrypt. The default Administrator role and
Admin identities can be used.
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NOTE: For the purposes of this integration guide you can consider the terms "Application Partition" and "Role"
to be synonymous. For more information regarding Application Partitions, Roles, and Identities, please refer to
the relevant Administrator's guide.

Configure a Transaction Processing Connection

Before an application logs in to the HSM with an authenticated user, it first connects via a “Transaction
Processing” connection to the Transaction Processing Application Partition. For this reason, it is necessary to
take steps to harden this Application Partition. The following three things need to be configured for the
Transaction Processing partition:

1. It should not have access to the “All Slots” permissions
2. It should not have access to any key slots
3. Only the PKCS #11 communication commands should be enabled

Go to Application Partitions, select the Transaction Processing Application Partition, and click Modify.

Under the "Permissions" tab, leave the top-level Keys permission checked, but uncheck the All Slots sub
permission.

Under the "Key Slots" tab you need to ensure that there are no key ranges specified. By default, the Transaction
Processing Application Partition has access to the entire range of key slots on the HSM.

Lastly, under the “Commands” tab make sure that only the following PKCS #11 Communication commands are
enabled:

e ECHO: Communication Test/Retrieve Version
PRMD: Retrieve HSM restrictions

¢ RAND: Generate random data

¢ HASH: Retrieve device serial

e GPKM: Retrieve key table information

e GPKS: General purpose key settings get/change

e GPKR: General purpose key settings get (read-only)

Alternatively, the following FXCLI commands can be used to remove all permissions and key ranges that are
currently assigned to the Transaction Processing role and enable only the PKCS #11 Communication commands:

$ role modify —--name Anonymous --clear-perms --clear-key-ranges

$ role modify --name Anonymous --add-perm "Keys" --add-perm Excrypt:ECHO --add-perm Excrypt:PRMD --
add-perm Excrypt:RAND --add-perm Excrypt:HASH --add-perm Excrypt:GPKM --add-perm Excrypt:GPKS --
add-perm Excrypt:GPKR

Create an Application Partition

In order for application segregation to occur on the HSM, an Application Partition must be created specifically
for your use case. Application partitions are used to segment the permissions and keys on an HSM between
applications. The process for configuring a new application partition is outlined in the following steps:

Navigate to the Application Partitions page and click the "Add" button at the bottom.
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VECTERA PLUS

Associated Identities Count

Name

Anonymous i0

Crypto Operator 1

Add... Delete... Modify...

Logged In

Fill in all of the fields in the Basic Information tab exactly how you see below (except for the Role Name field). In
the Role Name field, specify any name that you would like for this new Application Partition. Logins Required
should be set to “1”. Ports should be set to “Prod”. Connection Sources should be configured to “Ethernet”. The
Managed Roles field should be left blank because we’ll be specifying the exact Permissions, Key Slots, and
Commands that we want this Application Partition/Role to have access to. Lastly, the Use Dual Factor field
should be set to “Never”.
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|

=@5hrus

"Cc- nnection
RKE‘," Management

:@ Identity Management

acc- nfiguration

xtended Options
=]
[ ]

TLS Setup
L]

= Loggin

|I gging
’Maintenance

hh‘irtu(:r*,-'pt Plus

gFeatures

5" Role Editor

Basic Information

Role Name:

Logins Reguired:
Ports:

Connection Sources:
Managed Roles:

Use Dual Factor:

Permissions Key Slots

Your Use Case Partition
1[5

Prod

Ethernet

Select Items...

Never h

Upgrade Permissions

Commands

Cancel

VECTERA PLUS

Delete...

Maodify...

Logged In

Under the “Permissions” tab, select the key permissions shown in the screenshot below. The Authorized
permission allows for keys that require login. The Import PKI permission allows trusting an external PKI, which is
used by some applications to allow for PKI symmetric key wrapping (It is not recommended to enable unless
using this use case). The No Usage Wrap permission allows for interoperable key wrapping without defining key

usage as part of the wrapped key (This is only recommended if exchanging keys with external entities or using
the HSM to wrap externally used keys).
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B Role Editor [} *

Basst Informatan Permissions Hay Slots Camimands

Enabile All |F‘errnls-s-l=n lL

Backup
Command Settings

Communication
Davice
Diagnostics
Function Blodking
Identity
N Keys
All Slots
Approve Key Load
X Authorized
Export Components
Expaort Frapments
Import Components
Import Fragments
X Import PKI
Import Partial
B Mo Usage Wrap
Password Export
Remove Seourity
Major Keys
Managemant Commands
Role t?
SCE
Secunty
Settings
Srnart Card
Statistics
TS Settnas

QK Cancel

Under key slots, it is recommended that you create a range of 1000 total keys (here we’ve specified the key
range 0-999), which do not overlap with another Application Partition. Within this range, there must be ranges
for both symmetric and asymmetric keys. If more keys are required by the application, configure accordingly.

B Role Editor ? *
Basic Information Permissions | Key Slots | Commands |
— Key Ranges
Start End
4] 999
Add Remove Cleanup

Based on application requirements there are particular functions that need to be enabled on the Application
Partition in order to utilize the HSMs functionality. The most often used commands are included below. These
can be enabled under the "Commands" tab.
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PKCS #11 Communication Commands

ECHO: Communication Test/Retrieve Version
PRMD: Retrieve HSM restrictions

RAND: Generate random data

HASH: Retrieve device serial

GPKM: Retrieve key table information

GPKS: General purpose key settings get/change
GPKR: General purpose key settings get (read-only)

Key Operations Commands

APFP: Generate PKI Public Key from Private Key
ASYL: Load asymmetric key into key table

GECC: Generate an ECC Key Pair

GPCA: General purpose add certificate to key table
GPGS: General purpose generate symmetric key
GPKA: General purpose key add

GPKD: General purpose key slot delete/clear
GRSA: Generate RSA Private and Public Key

LRSA: Load key into RSA Key Table

RPFP: Get public components from RSA private key

Interoperable Key Wrapping

e GPUK: General purpose key unwrap (preserves key usage)

e GPWK: General purpose key wrap (preserves key usage)

GPKU: General purpose key unwrap (unrestricted)

GPKW: General purpose key wrap (unrestricted)

Data Encryption Commands

ADPK: PKI Decrypt Trusted Public Key
GHSH: Generate a Hash (Message Digest)

*Starting in firmware version 7.x, this function is enabled by default and does not need to be specified.

GPED: General purpose data encrypt and decrypt

GPGC: General purpose generate cryptogram from key slot

GPMC: General purpose MAC (Message Authentication Code)

GPSR: General purpose RSA encrypt/decrypt or sign/verify with recovery
HMAC: Generate a hash-based message authentication code

RDPK: Get Clear Public Key from Cryptogram

Signing Commands

ASYS: Generate a Signature Using a Private Key
ASYV: Verify a Signature Using a Public Key
GPSV: General purpose data sign and verify
RSAS: Generate a Signature Using a Private Key
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Alternatively, the following FXCLI commands can be used to create the new Application Partition and enable all
of the functions that are needed:

$ role add --name Role_ Name --application --key-range (0,999) --perm "Keys:Authorized" --perm "Key-
s:Import PKI" —--perm "Keys:No Usage Wrap"

$ role modify --name [role name] --clear-perms --add-perm Excrypt:ECHO --add-perm Excrypt:PRMD --
add-perm Excrypt:RAND --add-perm Excrypt:HASH --add-perm Excrypt:GPKM --add-perm Excrypt:GPKS --

add-perm Excrypt:GPKR —--add-perm Excrypt:APFP --add-perm Excrypt:ASYL —--add-perm Excrypt:GECC —-

add-perm Excrypt:GPCA —--add-perm Excrypt:GPGS --add-perm Excrypt:GPKA —--add-perm Excrypt:GPKD —-

add-perm Excrypt:GRSA —--add-perm Excrypt:LRSA --add-perm Excrypt:RPFP —--add-perm Excrypt:GPKU —-

add-perm Excrypt:GPUK --add-perm Excrypt:GPKW --add-perm Excrypt:GPWK —--add-perm Excrypt:ADPK —-

add-perm Excrypt:GHSH —--add-perm Excrypt:GPED —--add-perm Excrypt:GPGC --add-perm Excrypt:GPMC —-

add-perm Excrypt:GPSR —--add-perm Excrypt:HMAC --add-perm Excrypt:RDPK --add-perm Excrypt:ASYS --—

add-perm Excrypt:ASYV --add-perm Excrypt:GPSV —-add-perm Excrypt:RSAS

[6.7] CREATE NEW IDENTITY AND ASSOCIATE IT WITH THE NEWLY CREATED APPLICATION
PARTITION

For this step you will need to be logged in with an identity that has a role with permissions Identity:Add. The
default Administrator role and Admin identities can be used.

A new identity must be created, which will need to be associated with the Application Partition created in the
previous step. To create this new identity, go to Identity Management, and click “Add”.

4

VECTERA PLUS

- ]
g@btatus — Legin

"Cn:-nnen:tic.-n Admin #1 Login Adminl Logged In
RKE':" Management Admin #2 Lagin Admin2 Logged In Logout

partitions Admin 3 Login Mot Logged In
artitions

ac figuration

%E:ﬂtended Options

— Password Settings

Set Password Reguirements...

— Users

Search:

Name Roles

= /TLS Setu : | i ini

/TLS Setup Admin2 Single Admin, Administrator
|I Logging Admini Single Admin, Administrator
*Maintenance
b‘u‘irtuCr\,-'pt Plus

eatures
. \ |

Add... Delete... Change Password...

Madify... Manage 2F Authentication

— Smart Card Users

Action: Change PIN -

Change PIN

Refresh

Logged In|
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Specify a name for the new identity, and in the Roles dropdown select the name of the Application Partition
created in the previous step. This will associate the new Identity with the Application Partition that you created.

i Add Identity ? X

— Identity Details

Mame: Your Use Case Identity
Raoles: Your Use Case Partition -
Locked
Administrator
- Ancnymous
— Authenticat D
Password: Cperations
Settings Manager
Confirm Pas|__ Single Admin

Alternatively, the following FXCLI command can be used to create a new Identity and associate it with the role
that was created:

$ identity add --name /dentity Name —--role Role_Name --password safest

This new identity must be set in fxpkcs11.cfg file, in the following section:

#HSM crypto operator identity name
<CRYPTO-OPR> [insert name of identity that you created] </CRYPTO-OPR>

# Production connection
<PROD-ENABLED> YES </PROD-ENABLED>
<PROD-PORT> 9100 </PROD-PORT>

NOTE: Crypto Operator in the fxpkcs11.cfg file must match exactly the name of the identity created in the HSM.
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[6.8] CONFIGURE TLS AUTHENTICATION

For this step you will need to be logged in with an identity that has a role with permissions Keys:All Slots,
Management Commands:Certificates, Management Commands:Keys, Security:TLS Sign, and TLS Settings:Upload

Key. The default Administrator role and Admin identities can be used.

Enable Server-Side Authentication (Option 1)

Mutually authenticating to the HSM using client certificates is recommended, but server-side authentication is
also supported. To enable server-side authentication go to SSL/TLS Setup, then select the Excrypt Port and

enable the “Allow Anonymous” setting.

— TLS Server Settings

TLS Server Status: | Enabled |- Restart SSL/TLS Server
— Connection Pair Settings
Connection Pair: | Excrypt Port ~ || Enabled - Restart Connection Pair
® Incoming Status: Ready for Processing
— Incoming Connection Settings Incoming SSL/TLS Settings
[®] 5L Port: |9100 : |Pr0t0c0|s |Ciphers
. - vi. | | - _ - ! _
c Limit: [0 [ TLsvi.0 TLS_ECDHE_ECDSA_WITH_AES_256_GCM_SHA334
onn. Limit: hd TLSv1.1 TLS ECDHE_ECDSA_WITH_AES 256 CBC_SHA384
T T e | e e TLSV1.2 TLS_ECDHE_ECDSA_WITH_AES_256_CBC_SHA
R Allow Anonymous
— Incoming SSL Certificates
4 PKI Keys: Checksum: 0456330437 Signing Request
Signed Cert: Not Loaded Load Delete
T |R |Certific:ates
Toggle Trusted | Toggle Reguired
CA Public 0:  Not Loaded Load Delete
CRL O: Not Loaded Load Delete
Warning: Connection pair must be restarted for saved changes to take effect. Save Refresh
Logged In

Alternatively, the following FXCLI command can be used to enable server-side authentication with the “Allow

Anonymous” SSL/TLS setting:

$ tls-ports set -p "Excrypt Port" --anon

LI T LN 7

Page 24 of 38



INTEGRATION GUIDE| EJBCA FLITURET-X/

Create Connection Certificates for Mutual Authentication (Option 2)

Mutually authenticating to the HSM using client certificates is recommended, and enforced by default. In the
example below, FXCLI is utilized to generate a CA that then signs the HSM server certificate and a client
certificate. The client keys and CSR are generated in Windows PowerShell with OpenSSL. For other options for
managing certificates required for mutual authentication with the HSM, please review the relevant
Administrator’s guide.

Find the FXCLI program that was installed with FXTools, and run it as an administrator.
Things to note:

e For this example, the computer running FXCLI is connected to the front port of the HSM. Remote
management is possible however, using the HSMs Web Portal, or the Excrypt Touch.

e For commands that create an output file, if you do not specify a file path (as is the case here) it will save
the file to the directory from which the FXCLI program is executed.

e Using user-generated certificates requires a PMK to be loaded on the HSM.

¢ [f you run help by itself it will show a full list of available commands. You can see all of the available
options for any given command by running the command name followed by help.

# Connect your laptop to the HSM via the USB port on the front, then run this command.
$ connect usb

# Log in with both default Admin identities. This command will prompt for the username and pass-
word. You will need to run this command twice.
$ login user

# Generate TLS CA and store it in an available key slot on the HSM
$ generate --algo RSA --bits 2048 --usage mak --name TlsCaKeyPair --slot next

# Create root certificate
$ %509 sign \
--private-slot TlsCaKeyPair \
--key-usage DigitalSignature --key-usage KeyCertSign \
--ca true --pathlen 0 \
--dn 'O=Futurex\CN=Root' \
--out TlsCa.pem

# Generate the server keys for the HSM
S tls-ports request --pair "Excrypt Port" --file production.csr --pki-algo RSA

# Sign the server CSR with the newly created TLS CA
$ %509 sign \
—--private-slot TlsCaKeyPair \
--issuer TlsCa.pem \
--csr production.csr \
--eku Server --key-usage DigitalSignature --key-usage KeyAgreement \
--ca false \
--dn 'O=Futurex\CN=Production' \
--out TlsProduction.pem

# Push the signed server PKI to the production port on the HSM
S tls-ports set --pair "Excrypt Port" \

--enable \

--pki-source Generated \

--clear-pki \

--ca TlsCa.pem \
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--cert TlsProduction.pem \
--no-anon

NOTE: The following OpenSSL commands will need to be run from Windows PowerShell, rather than from the
FXCLI program.

# Generate the client keys
$ openssl genrsa -out privatekey.pem 2048

# Generate client CSR
$ openssl req -new -key privatekey.pem -out ClientPki.csr -days 365

Using FXCLI, sign the CSR that was just generated using OpenSSL.

# Sign the client CSR under the root certificate that was created

$ x509 sign \

--private-slot TlsCaKeyPair \

-—-issuer TlsCa.pem \

--csr ClientPki.csr \

-—eku Client --key-usage DigitalSignature --key-usage KeyAgreement \
--dn 'O=Futurex\CN=Client' \

--out SignedPki.pem

Switch back to Windows PowerShell for the remaining commands.

# Use OpenSSL to create a PKCS#12 file that can be used to authenticate, as a client, using our
PKCS #11 library
$ openssl pkcsl2 -export -inkey privatekey.pem -in SignedPki.pem -certfile TlsCa.pem -out PKI.pl2
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[7] FUTUREX PKCS #11 CONFIGURATION AND TEST

In this section, the FXPKCS11 configuration will be described, as well as the connection test against the HSM
using PKCS11Manager and EJBCA test.

[7.1] FXPKCS11 CONFIGURATION

The fxpkcs11.cfg file allows the user to set the PKCS #11 library to connect to the HSM. To edit, run a text editor
as an Administrator and edit the configuration file accordingly. Most notably, the fields shown below must be
set inside the <HSM> section (note that the full fxpkcs11.cfg file is not included).

NOTE: Our PKCS #11 library expects the PKCS #11 config file to be in a certain location (/etc/fxpkcs11.cfg), but
that location can be overwritten using an environment variable (FXPKCS11_CFG).

Section definition for configuration:
e Log configuration includes the following four (4) options:

° <LOG-MODE>: Sets the detail of the information to be saved in the log file for example NONE,
ERROR, INFO, TRAFFIC, DEBUG, DEBUG2, DEBUG3, and ALL.

°© <LOG-FILE>: Sets the path where the log file will be stored.

° <LOG-TRAFFIC>: Only for debug mode. This option displays information regarding the commands
sent and received between the FXPKCS11 library and the HSM.

°© <LOG-TEMPLATES>: Only for debug mode. This option displays the CK_ATTRIBUTE mention in the
traffic to the HSM and the application.

¢ Ping configuration is to maintain connection or to renew JWTs. This includes the following two (2)
options:

© <KEEPALIVE-EXCRYPT-ENABLE>: Enable with YES and Disable with NO.
© <KEEPALIVE-EXCRYPT-INTERVAL>: Time set in seconds to have a reconnection or to renew the JWT.

¢ Unigue connection could generate a new session to log in and will be separated from the original. (NOTE:
This must be set to NO always.)

°© <UNIQUE-CONNECTIONS>: In order to work with EJBCA this must be set to NO.

e Excrypt Timeout section will allow us to set an alert when the connection against the HSM or Guardian is
broken for a specified amount of time.

°© <EXCRYPT-TIMEOUT>: The recommended time is 2000 (which is in milliseconds).

e TLS Handshake Timeout section is for configuring the amount of time the TLS connection should be
allowed to complete before assuming a timeout.

°© <TLS-HANDSHAKE-TIMEOUT>: The recommended time is 20000 milliseconds.

e Default key usage will cause symmetric and asymmetric keys that have no usages specified in their
template to be set to this usage configuration. There are individual options for symmetric and for
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asymmetric.

° <DEFAULT-SYMMETRIC-USAGE>: Must be set to Encrypt and Decrypt, with a pipe symbol in the
middle as shown in the following example:

® ENCRYPT | DECRYPT

°© <DEFAULT-ASYMMETRIC-USAGE>: Must be set to Sign and Verify, with a pipe symbol in the middle
as shown in the following example:

® SIGN | VERIFY

Example:
<CONFIG=
# Log Configuration
<LOG-MODE= ERRCR </LOG-MODE> # NONE, ERROR, INFO, TRAFFIC, DEBUG, DEBUGZ, DEBUGS, ALL
<LOG-FILE> Sfuturex/fupkes11log </LOG-FILE=
<LOG-TRAFFIC= YES </LOG-TRAFFIC> # Debug binary only
<LOG-TEMPLATES= YES <{LOG-TEMPLATES> # Debug binary only

¥ Ping every 20 seconds to maintain connaction and renew I'WTs
<KEEPALIVE-EXCRYPT-EMABLED> YES < KEEPALIVE-EXCRYPT-ENABLED™
<KEEPALIVE-EXCRYPT-INTERVAL= &0 < /KEEPALIVE-EXCRYPT-INTERVAL=

# Object handies will be the same between instantiations of the library (HSM anly}
<PERSISTENT-OBJECT-IDS>  ¥YES </PERSISTENT-OBJECT-IDS>

# Each =ession will have its own connection to the H3M
# Will require each session to C_Login separately
<UMIQUE-COMMECTIONS= MO </UMIQUE-CONMNECTIONS=

# Milliseconds to wait before an Excrypt reguest times out
<EXCRYPT-TIMEOUT= 2000 < EXCRYPT-TIMEQUT:»

# Milliseconds to wait before a TLS handshake times out
<TLS-HANDSHAKE-TIMEOUT= 20000 < TIS-HANDSHAKE-TIMECUT=

# Default key usage when none is specified in template
<DEFAULT-SYMMETRIC-USAGE> EMNCRYFT | DECRYPT «/DEFALLT-SYMMETRIC-USAGE>
<DEFAULT-ASYMMETRIC-USAGE> SIGNH VERIFY  «</DEFAULT-ASYMMETRIC-USAGE=

¥ Generate keys with login requirement even if the application does not explicitly mark them as "private”
<KEY-REQUIRE-LOGIMN=> NO </KEY-REQUIRE-LOGIM>
< CONFIG=
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Section definition for HSM:
¢ Slot configuration is where you indicate the PKCS #11 slot to work with.
© <SLOT>: This can be left as the default value of zero (0).

e Crypto operator is the name of the Crypto Operator identity created in the HSM (see Appendix A for
details). This user should be exclusive to this environment.

° <CRYPTO-OPR>: Inside of this tag, specify the name of the identity that was created on the HSM.
(NOTE: This field is case sensitive.)

¢ Connection information includes all of the following options:

© <ADDRESS>: The IP or URL of the HSM or Guardian to connect to. In the case where a Guardian is
used, the <FX-LOAD-BALANCE> option must be set to YES.

°© <PROD-PORT>: The port on the HSM or Guardian to connect to.

© <PROD-TLS-ENABLE>: This must be set to YES in order to have a secure TLS connection. Even when
connecting anonymously, this field must be set to YES.

© <PROD-TLS-ANONYMOUS>: This option enables/disables anonymous TLS connection to the HSM. It
is recommended to have this disabled in a production environment. Options that can be specified
are YES or NO.

° <PROD-TLS-CA>: Path and name of the Certificate Authority certificate. If the CA tree has multiple
levels, this option should be added for each sub CA certificate.

°© <PROD-TLS-CERT>: Path and name of the signed client certificate for TLS connection.

°© <PROD-TLS-KEY>: This field defines the path of the client private key. Supported formats include
PKCS #1 clear private keys, PKCS #8 encrypted private keys, or a PKCS #12 file that contains the
private key and certificates encrypted under a password which can be defined in the <PROD-TLS-
KEY-PASS> field.

© <PROD-TLS-KEY-PASS>: This field defines the password for the PKCS #12 file specified in the <PROD-
TLS-KEY> field (if applicable).

¢ Guardian balancing includes the one option below:

° <FX-LOAD-BALANCE>: This option is used when the connection is not direct to an HSM, but rather,
traffic to the HSM is being load balanced by a Guardian. The values that can be specified are YES or
NO. This option can also be ignored by adding the "#" symbol at the beginning of the line.
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Example:

<H5M=

# Which PKC511 slot

<3L0T=

] </5L0T>

# H3M crypto operator usernams
<CRYPTO-CPR> unipagosl <(CRYFTO-OPR>

# Connection information

<ADDRESS> us01hsmOltest virtuorypt.com  «</ADDRESS>
<PROD-PORT= 5216 </PROD-PORT>
<PROD-TLS-EMABLED>  YES </PROD-TLS-EMNABLED>
<PROD-TLS-AMONYMOUS> NO < /PROD-TLS-ANONYMOUS>

<PROD-TLS-CA> Jfuturex/certs/L1.pem </PROD-TLS-CA»

<PROD-TLS-CA= Jfuturex/certs/L2. pem  </PROD-TLS-CA»

<PROD-TLS-CA= Sfuturex/certs/L3.pem  </PROD-TLS-CA»

<PROD-TLS-CA> Jfuturex/certs/Ldap.pem  «/PROD-TLS-CAx

<PROD-TLS-CERT=> Stuturexycerts/FX-UNIPAGOS-VCTest-signed pem  </PROD-TLS-CERT>
<PROD-TLS-KEY> Suturex/certs/FX-UNIPAGOS-Y CTest-privatekey.pem  </PROD-TLS-KEY>
#<PROD-TLS-KEY-PASS> pl2pass </PROD-TLS-KEV-PASS>

#YES = This is communicating through 2 Guardian
<FX-LOAD-BALANCE>  YES <FX-LOAD-BALAMCE>

<fHEM >

[7.2] TEST FXPKCS11 - HSM CONNECTION

The executable file called "PKCS11Manager" is helpful for testing the connection against the HSM after
configuring the fxpkcs11.cfg file. To run the commands below you need to first navigate in a terminal to the
same directory as the PKCS11Manager application.

e To display the libraries, use 1s -1t

ffuturex# 1s -1t

¢ Information displayed:

Ccerts
fxpkcosll.log

libfxpkcsll-Debug.so

libfxpkcsll.=0

Once we validate the information, we run the following command:

e Torun the application, we use . /PKCS11Manager

¢ Main information after we execute the program.

| | TEFOSCA3EAT40 | C_Initialize: Called (Revision: aedf).

| DEEUG | TFOSCA3EAT40 | C _Inmitialize: OS5 specific mutexing selected.

| DEBUG | TFOSCA3EAT40 | initSlots: Called.

| | TFOSCA3EAT40 | runThreads: Starting Surveyor.

| DEEUG | TFOSCA3EAT40 | createThread: Called with Ox5€234af93fe3( (nil)).

| | TFOSCA3EAT40 | createThread: Created thread with ID 339%312026l.

| | TFOSCA3ESTO0 | surveyor: Surveyor started (TFOSCA3ESTOO).

| | TFOSCA3EST00 | getConfigFilePath: Configuration file: 'fetc/fxpkcsll.cfg'.
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e The main menu to work with the application:

Main Menu

1.

I

[oa ]

L]

0.

- D

Print Library/Token Info
Generate Eey

Find Ckjects

Modify Ckjects

Delete Ckhijects

Generate Random Data

Login
Logout

Exit

With these options it is possible to login and execute various operations using the HSM, such as generating new
keys of different types and querying information on the HSM. If you are able to login successfully, this confirms

a successful connection between the FXPKCS11 library and the HSM.
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[8] EJBCA SERVER CONFIGURATION

Connecting the EJBCA environment to the HSM via the FXPKCS11 library requires the configuration of various
files.

Locate the web.properties file in the EJBCA path (e.g., /opt/ejbca-install/ejbca_ce 6 15 2
6/conf/web.properties) and open it in a text editor.

Add the 2 new lines shown below:
e cryptotoken.pl1.lib.115.name=Futurex
e cryptotoken.p11.lib.115 file=/futurex/libfxpkcs11.so

NOTE: The number will depend on the previous libraries installed.

$cryptotoken.pll.lib.113 . name=Cavium Nitrox III
#cryptotoken.pll.lik.113.file=/home/liquidsec bin/lib/libliquidsec pkcsll.so
$cryptotoken.pll.lib.114 . name=AWS CloudHSM

#cryptotoken .file=/opt/PrimeX¥ey/cloudhsm/lib/libliquidsec pkecsll.so
cryptotoke ame=Futurex

Sfuturex/likbfxpke=sll.so

Save the file.
In order to apply these changes, rebuild the EJBCA environment using the following commands:

* Locate the ejbca-install/ folder using the command "cd" as follows:

cd /opt/ejbca-install/

e Run the command:

ant -f ejbca ce 6 15 2 6/build.xml -q clean deployear

e Locate the ejbca-toolbox/ folder.

cd /opt/ejbca-install/ejbca ce 6 15 2 6/

e Run the command:

ant clientToolBox

e Start web service with the following command:

java -D[Standalone] -server -Xmx2048m -
Dorg.jboss.boot.log.file=/opt/wildfly/standalone/log/server.log -
Dlogging.configuration=file:/opt/wildfly/standalone/configuration/logging.properties -jar
/opt/wildfly/jboss-modules.jar -mp /opt/wildfly/modules org.jboss.as.standalone -
Djboss.home.dir=/opt/wildfly -Djboss.server.base.dir=/opt/wildfly/standalone -c standalone.xml
-b 0.0.0.0 &
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[9] EJBCA SERVER TEST

To test the web service we need to first import a certificate (generated by the EJBCA Administrator) into the
web browser. The procedure to add the certificate is explained in the following steps:

NOTE: The example below was performed using Chrome.

e Open the menu and select Settings.

Mew tab

[ ]

MNew window
MNew incognito window  Ctrl+Shift<N
History 4
Downloads Ciri+)
Bookmarks »
Zoom - 100% - La
Print.. Ctrl+P

Cast..
Find..

']
G
=

More tasls k
Edit Cut Copy Paste

Settings
Help ]

Exit

B3 Maraged by futurexcom

e Goto Privacy and security -> Security.

l"', Security .

Safe Browsing (protection from dangerous sites) and other security settings

e QOpen the certificate settings to add the certificate and enable the communication.

Manage certificates
Manage HTTPS/SSL certificates and settings
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e Click on the Import button to add a new certificate.

Certificate Manager b4

Your Certificates Authentication Decisions Feople Servers suthorities

——
v¥ou have certificates from these organizations that identify you

Certificate MName Security Device Serial Mumber Expires on

Kup... Backup Al Import... Delete

e Validate the certificate generation to log in to the web service.

Your Certificates Authentication Decisions People Servers Authorities

You have certificates from these organizations that identify you

Certificate Mame Security Device Serial Mumber Expires On (e
~ gllipticSecure

ESSuperddmin Software Security Devi... 10:72:8D:20:14:E2:E6:8... Thursday, October...

Backup All.. Import... Delete...

e Logintothe EJBCA web service at the following link: https://3.128.170.168:8443/ejbca/adminweb/

II EJBCA - .
PKI by PrimeKey Ad min IStratl on

Homie Varsion : EJBCA 6.15.2.6 Community (r34564)
CA Functions Welcome ESSuperAdmin to EJBCA Administration.
3 ﬁ:::::a . Mode hostname : ip-172-41-2-192
Cartificate Profies Server time : 2021-84-27 22:52:14+20:08
Certification Authorities
Crypto Tokens CA Status [?] Publisher Queue Stat
Publishers CA Name CA Service |[CRL Status Publisher Length
validators Marth America (SMB) b 4 i N Mo publishers defined.
RA Functions TestECCCA b 4 fi
Add End Entity ESManagementCA b4 &

From the lefthand menu on the Administration site, certificates and Crypto Tokens can be generated to
work with the HSM.
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 Select the Crypto Tokens option in the lefthand menu:

Home

CA Functions
CA Activation
CA Structure & CRLs
Certificate Profiles
Certification Authorities
Crypto Tokens
Publishers
Validators

¢ Click the Create New option. This will take bring up the following screen:

Administration
New Crypto Token

Nama

Type SOFT o
Authentication Code [
Repeat Authentication Code
Auto-activation Ouss
Use explicit ECC parameters (ICAOQ CSCA and DS certificates) [7] Ouse
Allow export of private keys [7] Ao

[ save |

e Fill in the information as follows to create a new Crypto Token that uses the FXPKCS11 library, then click

Save.
Administration
New Crypto Token
Back to Crypto Token overview
H i Futurex
Type =R
Authentication Code snnsssaEe
Repeat Authentication Code LT
Auto-activation Buss
Use explicit ECC paramaters (1040 CSCA ynd DS certificates) [7] L1157
PRCS®11 : Library | Futurex w
PKCS# 11 : Reference Type Slex ID -
PRCS=11 | Relerance L]
PKCS®LL @ Attribute File Coafault »
Save
LI TLIIREX 067
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¢ Select the manager from the next menu to generate new keys:
Administration
Manage Crypto Tokens [?]
Name | Type |Library|Reference Type|Reference |Active |[Auto-activation |Used Actions [?]

Futurex |PKCS=11

Futurex |Slot ID 4]

v v Mo | Reactivate 1DE|E[E |

e To generate a new key we need to specify a name and select the key algorithm, as shown below. Then
click the Generate new key pair button.

Administration
Crypto Token : Futurex

Back o Crypts Token overviaw

I
Hame
Typat
Usad
Active

Auto-activation

[ Switch to edit mode |
1226460805
Futuregx

PECS11CryptoToken

Use axplicit ECC parameters (ICAD CSCA and DS certificates) [7]

PKCS=11 :
PECS =11 :
PECS =11 :
PECS =11 :

Library
Reference Type
Reference
attribute File

Futurex
Slot ID
Q

Default

Crypto Token currently doés not contain any key pairs.

[ GenerataTasticay

| [ECOSA prime256vl / secp256rl / P-256 v | | Ganerate new key pair |

e Click the Test button to verify that key pair generation is working properly.

Administration

Crypto Token : Futurex

GenerateTestiey tested successiully,
Back to Crypto Token ovendew

ID

Harmé

Typa

Usad

Active
Auto-activation

| Switch to edit mode |
1236460605
Futurex

PECSL1CryptoTokan

Use explicit ECC parameters (ICAD C5CA and DS certificates) [7]

PHCS=11 : Uibrary

PKCS#11 : Reference Type

PHCS=11 : Raference
PECS=11 : Attribute File

Futuréax
Clet ID

Q

Default

Alias |I¢E|r Algorithm

Key Specification

SubjectKeyID | Action

U | GenarataTastKay

ECDEA

prime256vl [ secp2serl f P-156

@156 18 1c1ddbTaf e ThSdFESE 28 2 ca5b 151901 T-Istl Remdve Download Public Key
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APPENDIX A: XCEPTIONAL SUPPORT

/_-/,_ — =
/\\/_J FTIONAL SUPPORTT

( 4

In today’s high-paced environment, we know you are looking for timely and effective resolutions for your
mission-critical needs. That is why our Xceptional Support Team does whatever it takes to ensure you have the
best experience and support possible. Every time. Guaranteed.

e 24x7x365 mission critical support
e Level 1tolevel 3 support
e Extremely knowledgeable subject matter experts

At Futurex, we strive to supply you with the latest data encryption innovations as well as our best-in-class
support services. Our Xceptional Support Team goes above and beyond to meet your needs and provide you
with exclusive services that you cannot find anywhere else in the industry.

e Technical Services

e Onsite Training

e Virtual Training

e Customized Consulting

e Customized Software Solutions

e Secure Key Generation, Printing, and Mailing
¢ Remote Key Injection

e Certificate Authority Services

Toll-Free: 1-800-251-5112

E-mail: support@futurex.com
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ENGINEERING CAMPUS
864 Old Boerne Road
Bulverde, Texas, USA 78163
Phone: +1 830-980-9782
+1 830-438-8782

E-mail: info@futurex.com

XCEPTIONAL SUPPORT
24x7x365

Toll-Free: 1-800-251-5112
E-mail: support@futurex.com

SOLUTIONS ARCHITECT

E-mail: solutions@futurex.com
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